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Abstract—On March 13" 1980, the Computer Society of Ratio (SINR)s needed. Since SINR sharply decreases with in-
the Institute of Electronics and Electrical Engineering (IEEE) creasing distances, central entities need to be denslyytspl
approved project 802. IEEE 802 is led by the LAN/MAN ., \\stqin a sufficient SINR over the area that shall be cavere
Standards Committee (LMSC). Until today, 22 Working Groups Theref ith tiaht deol t of tral wirel e
(WGs) mainly define standards for the lowest two layers of the erelore’ with g ep oymer_1 orcen .ra wireless I
ISO/OSI reference model in the 802. For wireless communicain,  the wired networks must be widely available too. However,
802.11 WG defines theWireless Local Area Network (WLAN), wired infrastructure is expansive to deploy. To overconis th
802.15 WG defines théMreless Personal Area Network (WPAN),  cost barrier, central entities have to interconnect waslie

and 802.16 WG defines theAireless Metropolitan Area Network ; :
(WMAN) standard. With Multiple I nput/Multiple Output (MIMO), Wireless Mesh Networks (WMNsjovide the solution.

Ultrawideband (UWB) and sensitive Modulation and Coding
Schemes (MCSs), latest developments in the 802 enable data rates
beyond 500vb/s for new applications of wireless communication. Current wireless communication systems form isolated,
Similar to preceding wireless technologies, data rate slesvdown stand-alone networks, see Fig. 1(a). Each AP, PNC or BS
by increase in distance of the communication entities. Hower, serves its associated entities only. The wireless link &dus
demands for new applications emerge that need high data rase . . - .
regardless of distance. To overcome the link speed limitain, folr transm|SS|9n between the cer_ltral entity and its e}sm'a
dense dep|oyment of wireless networks is needewireess Mesh C|IentS. The ered backbone pI’OVIdes any Othel’ SerV|CeS:|—hu
Networks (WMNs) help to overcome current dependencies of an important aspect of the central entity is bridging betwee
wireless communication systems on wired backbones. Thuidy  the wireless and the wired network. Unlike the wired Intérne
enable cheap deployment and rapid roll-out for a new generabn wireless networks have not connected yefireless Relay

of wireless services. As active participants of 802 meetisgthe . .
authors are deeply involved in standardization since 2003n this Networks (WRNsjre the first step towards a wireless Internet.

paper we provide insight to current standardization activities of N @ WRN, relay entities behave as proxy of the central
the LMSC on WMNSs. entity, see Fig. 1(b). They help to increase the range of the

Index Terms—IEEE 802.11s, IEEE 802.15.5, IEEE 802.16], central entity. As intermediate entities, they forwardnies

wlFr’eAIEISSWII\\/IAzSNh Network, Wireless Relay Network, WLAN, gand operate on behalf of the central entity. With increased
' capability of the relaying entity, a WMN can be formed. In a

WMN, each entity operates independently of its neighbors.
Comparable to the wired Internet, the WMN consists of

All current wireless standards in the IEERAN/MAN Stan- wireless routers. Path selection methods help to find thé nex
dards Committee (LMSCyse physical and/or logical starsuitable hop, see Fig. 1(c). Well known algorithms identify
topologies [1]. 802.1Wireless Local Area Networks (WLANs}he optimal path. However in WMNSs, the term optimum is
use anAccess Point (AP)hat forms a locaBasic Service Set related to more than hop count only. Spontaneous ad-hoc
(BSS) The 802.15.3Nireless Personal Area Network (WPANWMNs may be decentralized, can operate autonomously and
Medium Access Control (MAG)efines a centralized schemecan be easily deployed. The capability to forward frames and
A Piconet Controller (PNC)controls theWireless Medium to overcome range limitations enables new services unknown
(WM). Wireless Metropolitan Area Networks (WMANmsed from traditional wireless networks. Due to the complexity
on 802.16 rely on centrdBase Stations (BSdhat schedule involved, new issues emerge too.
access to the WM. For the support of handover, roaming, frame _ _
forwarding, interconnection of wireless entities and marfy- Challenges in Wireless Mesh Networks
more, central entities need to be interconnected. Furtlem The radio spectrum is a shared medium. Depending on
the interconnection of the central entities provides agdes the SINR at the receiver side, no other transmission may
other networks and forms a broadband backbone. Currentgcur concurrently in the neiborhood of a transmitting tgnti
this backbone is based on wired technology, e.g. the centvéhile in traditional single-hop wireless networks at |et
entity operates as a bridge to an Ethernet (802.3) segmeamntral AP, PNC or BS is a common element that forms
The density of central wireless entity deployment esskytiathe intersection of the neighborhood sets of all entitieshs
influences the provided data rate. The higher the data rate tbtommon element does not exist in WMNs. In WMNs, each
shall be supported, the high8ignal to Interference plus Noiseentity has a different set of neighboring entities. Therefo

A. Wireless Mesh Networks - Evolution of Wireless Networks

I. INTRODUCTION
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Fig. 1. (a): The wired backbone interconnects different APach AP operates as bridge between the wired and the vgirblesdcast domain. Roaming
and session forwarding services are provided with the hietheowired network. (b): In WRNs, relaying entities operatave to a central master. It has full
control over the WM. (c): A WMN is fully decentralized. Eachtity operates as wireless router that forwards framesdasdocal path selection decisions.

the hidden and exposed entity problems are more severeFurthermore, end-to-end security may be requested even whe
many cases, the set of neighbors’ neighbors consists of margrusted entities form a joint WMN.

elements than the set of neighbors. Since the interferemoger

exceeds the reception range, precaution in the set of neighb C. Outline

neighbors against mutual interference must be taken. dwall |n section Il we give an overview of the current 80®rking

for sufficient performance, the MAC layer must be specificallgroups (WGs)hat develop standards for WRNs or WMNS.

adopted for operation in WMNs topology, see [2], [3]. Section Il introduces enhancements to the specific MAC
Current wireless networks form a single-hop topology. THayers of each WG. Path selection in WMNs is presented in

central entity operates as bridge to other networks and sigction IV. An overview to security risks is given in section

the gateway for any non-local traffic. Thus, the current 802. Section VI concludes our paper.

wireless standards form single logical broadcast segments

WMNs extend the range of the broadcast segment. Although Il. IEEE 802 WGCs DEFINING WMN's

frames may be relayed over multiple hops, the WMN shall The jnjtial 802.16 standard was released in 2001. Its revi-
transparently operate to higher layers. Address Resolu- sion in 2004 [5] is the first 802 standard that introduces a
tion Protocol (ARP) Dynamic Host Configuration Protocol \jesh topology. Since 2006, 802.16 works on an amendment
(DHCP), Internet .Protocol (IP) and_ _other protocols shall for Wireless Relay Networks (WRNs$h 2004, interests in
seamlessly work in WMNs, an efficient support for broadyjireless Mesh Networks (WMNs} to establishment of new
and multicast traffic is needed, see Fig. 2. Task Groups (TGs) 802.11 and 802.15.

To comply with transparent operation of the WMN, all
path selection decisions need to be hidden from highersayef. 802.11s

With multiple hops in WMNs, demand for tight coupling of  prior to the formation of the TG, 802.11 started thex
path selection with the MAC emerges. For each local linkgnged Service Set (ES8psh networking’Study Group (SG)
information aboutModulation and Coding Scheme (MGS)in 2003. The SG developed tiRgoject Authorization Request
transmission power, noise level, interference situatimm- (PAR) and Five Criteria (5C) documents that describe the
gestion status and many more characteristics is availaBigype of 802.11 TG “s”. The current Meshireless Local
in the MAC layer. In contrast to IP based Mesh routing\rea Network (WLAN)raft [6] defines a transparent ESS that
defined by [4], WMNs can use the MAC layer information agperates as Bistribution Service (DSjor the Access Points
additional metrices in the path selection decision. Thusest (APs) A Mesh Point (MP)is an entity that is able to forward
Mesh path does not necessarily consist of the concatenaljgfines and participates in the formation of the Mesh WLAN.
of the Mesh Links (MLswith highest link speed. An MP that furthermore provides the association service is
Security is another aspect, affected by WMNs. In WRNslentoed adesh Access Point (MAP¥tations associate with
customer owned entities may become an active part of thN#APs and use all services known from existing WLAN. The
wireless networks. The entities operate as relays that féddlesh WLAN operates transparently. It behaves not different
ward frames to and from other customers. Besides privaityan today’s Ethernet backbones that are most often used to
related issues, integrity dhuthentication, Authorization and interconnect APs. In contrast, Lightweight MPs do not pdevi
Accounting (AAA}xervices can be threatened too. Since wir@ny service. They operate as Mesh stations that benefit from
less routers operate idependently, path selection infiboma participation in the Mesh WLAN but have no forwarding
needs to be secured to avoid malicious attacks in WMNsapability.



j 8023 § | 802.3 To account for the difficult interference situation in WMNSs,
' @ 802.16 provides definition for neighborhood and extended
neighborhood. All nodes in a nodes’'s communication range
belong to its neighborhood. The extended neighborhoodgorm
the set of nodes that are two hop away from a node’s point
of view. 802.16 Mesh foresees the usage of omnidirectional
antennas. Only nodes at the edge of the Mesh may use
ARP Cache directional antennas.
802.11 - Ve Roint § atMP G 1) 802.16j: At the end of March 2006, the Relay TG
i (TG ‘") was formed by approval of the PAR, which the
Mobile Multihop Relay (MMREBG developed. 802.16j works
Fig. 2. Here, the Etheret (802.3) station A wants to commateiwith 0N WRNs. WRNs form a sub-set of WMNs. While each entity
station B. It sends out an ARP request to resolve B's addigsth 802.3 in a WMN has forwarding capability, a WRN bases on a
f,ﬁ%ig‘i:isa{,?i(}g;”jp.i”?.?é'ﬁ,:Zfl{evﬁ,"L“}S,Scﬁﬁgsvﬁ,i 2 “t"(figevg’gﬁfbgﬁ;s master-slave architecture. In 802.16j, the BS has full rmbnt
path selection and frame forwarding. over the WMAN. Relay SS forward data on request of the BS.
802.16j distinguishes three different types of relay &dif8].
A Fixed Relay Station (FR$ immobile. TheNomadic Relay
B. 802.15.5 Station (NRShas fixed location for periods comparable to a

802.15.5 became TG in January 2004. It defines a recoHer session. Thilobile Relay Station (MRSprwards data
mended practice for MeskVireless Personal Area Network€ven when being in motion.

(WPAN) Although the PAR considers high (e. g. 802.15.3)
and low rate (e. g. 802.15.4) WPANSs, responds forGlad for
Applications (CFA)andCall for Proposals (CFP)were driven Independent frame transmissiond/fireless Mesh Networks
by demands for high rate Mesh WPAN. Therefore, the curretWMNSs) cannot be mutually decoupled. Each frame trans-
focus of 802.15.5 is on range extension and convenient eovission affects the neighborhood of the transmitting devic
age in the home environment. In consideration of the specfnits interference to the direct and indirect neighborhaodi
requirements of Mesh WPAN, 802.15.5 forms an independéﬁﬁndates no harmful concurrent transmission in the sud-oun
TG and target on not an amendment to existing standariigs of the receiving entity. As the wireless 802 standards a
However, the annex of 802.15.5 provides guidelines how ¥§'Y different, so are their approaches to deal with thethars
implement a Mesh WPAN with current WPAN standardnvironment. Table | provides an overview.

Thus, 802.15.5 may work independent or in coexistence wiAh 802.11s

other 802.15 non-Mesh WPAN. ' '

Association of Legacevices (DEVsyith a MeshPiconet ~ The basic MeshWireless Local Area Network (WLAN)
Controller (PNC) is possible. However, Mesh-WPANs cods unsynchronized and usdésnhanced Distributed Channel
located with a “Legacy PNC” need to support coexistencAccess (EDCA)9] as Coordination Function (CF) Since
because PNCs rely on exclusive spectrum usage. In additis®CA cannot prioritizeAccess Points (APspver stations,
TG5 introduces the concept of Light-Mesh-PNCs. A Lightn many scenarios thélesh Access Point (MARklies on
Mesh-PNCs does not provide association service to any DEWO radios. One transceiver is used for the Mesh WLAN
It forwards data and participates in the formation of a Meg#hile the other provides the AP functionality. As an 802.11
WPAN, thus supporting other Mesh-PNCs in the formation VLAN can be easily congested, the current draft introduces
the Mesh WPAN. The most simple type of entities is a Mes/i? optional congestion control mechanism. Eaésh Point
DEV. It has the capability to associate with multiple PNCSMP) monitors its in- and out-going traffic rate. With the help
However, it fully relies on a PNC. It cannot forward frame®f an Information Element (IE)broadcasted in the beacon
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I1l. MAC ENHANCEMENTS FORWMNS

or participate in the Mesh WPAN. fram_(?, the MP signals its congestion status to its neigrdomtth
Additionally, an MP may send a unicast frame to request
C. 802.16 throttling of frame transmissions of its neighbor MP.

The current 802.16 standard [5], [7] descrilReént-to-Point For increased efficiency, the current draft describesimon
(PtP), Point-to-Multipoint (PMP)and Mesh mode operation.Channel Framework (CCFand Mesh Deterministic Access
In non-Mesh mode, any traffic is sent to or from tBase (MDA) as optional CFs. Both, MDA and CCF rely on the
Station (BS) Subscriber Stations (SSexchange frames via optional synchronization mechanism. The CCF foresees-chan
the central BS only. In an 802.16 Mesh, SSs mutually forwareel frequency switching. MPs periodically tune their ratbo
traffic and communicate directly. According to the framedshs the common channel. There they exchange sRauest to
approach of 802.16, &Vireless Metropolitan Area Network Switch (RTX)Clear to Switch (CTX)messages to negotiate
(WMAN) is always synchronized. In contrast to the PtP @n a different frequency channel that is used for data frame
PMP mode, the Mesh WMAN solely suppoifsne Division exchange. MDA works as reservation based access mech-
Duplex (TDD) In an 802.16 Mesh, SSs are denoted as nodasiism that schedules transmissions and provides contentio
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synchronized unsynchronized
centralized 802.16 Fig. 3. The optional MDA in 802.11s and 802.15.5 use a slattguerframe
decentralized| 802.11, 802.15, 802.1¢ 802.11 to negotiate on reservation based access. 802.15.5 rtegatiathe reservation

of MASs with the help of beacon frames. MDA uses explicit nages for
reservation agreements. Unreserved MASs may be reusedcaittention
based medium access.

free access to th@vireless Medium (WM)see Fig. 3. MDA

divides the Mesh superframe into slots of 32 us. ER{DA

Opportunity (MDAOP)consists of several slots. At the begincollects the schedules of all nodes and grants or deniessicce

ning of MDAOPs that an MP has reserved, all neighboring the WM based on the unified schedule. Intermediate SSs
MDA capable MPs preset theiNetwork Allocation Vector forward requests of other SSs that are out of range of the BS.
(NAV). Thus, the MDAOP has highest priority in channelhe BS broadcasts the amount of resources a link may use

access. (schedule assignment and configuration). Again, SSs farwar
the information to other SSs. With the help of a common
B. 802.15.5 algorithm, all Mesh SS compute the same schedule as the BS

In its current form,Task Group (TG)5 defines a decen- and translate it into the accordindplink (UL) and Downlink
tralized, synchronized WMN. A Mesh wide superframe i§PL) subframe timing. With decentralized scheduling, each
divided intoMedium Access Slots (MASSpme MASs in the node broadcasts its schedule in the extended neighborhood.
beginning of each superframe are reserved for transmisgion! herefore, it periodically dissemeniatesMesh Distributed
beacon frames. These frames synchronize the Méistless Schedule (MS-DSCHnessage. Each node is responsible to
Personal Area Network (WPANAs option, Mesh entities may €nsure collision-free operation. Thus, a node needs toflmok
choose to distribute their beacon transmission over thersupnused resources in the UL and DL subframes in the two-hop
frame. Although such scheme may be easier to implement, ifigighborhoodPhysical Slots (PSs)f a frame that are not used
less efficient as entities need to switch at arbitrary timmemf by any other burst may be claimed for its own transmissions.
sleep to awake state to be able to receive their neighbhof§ compete on PSs, SSs may optionally a use random access
beacons. All mesh capable entities use a reservation ba§Bannels as inPoint-to-Multipoint (PMP) mode. As third
protocol [10]—[14] to access the WM. It guarantees colfisioPProach, a Mesh WMAN may use a combination of de- and
free transmission. Under consideration of the informatigientralized scheduling.
provided by neighboring beacons, entities choose MASs thatt) 802.16j: Due fo its centralized structure, théfreless
are currently unused in their neighborhood. With adapti@elay Network (WRNppproach of 802.16j foresees intro-
selection algorithms, interference can be furthermordtdign duction of BS functionality in theRelay Station (RS)The
Reservation of the WM may be indicated using relative timingS partially operates as BS to othiobile Stations (MSs)
(offset from now in ps) or with the help of the MASs. Theand SSs. Current 802.16 supports a varietyPbysical Layer
latter one involves less overhead since the granularitigisen. (PHY) technologies. However, 802.16j forese®sthogonal

The beacon frames are protected from neighboring intdf€quency Division Multiple Access (OFDMAly. As the
ference. Neighboring entities mark MASs used for beacdh> May serve several other entities, it shall support aggre-
transmission as occupied. Thus, neighbors’ neighbors wgition of traffic that is received viRoint-to-Point (PtP)and
not reuse a beacon MAS. While neighbors can receive aR#IP connections. Depending on its capabilities, the RS may
decode the beacon information, indirect neighbors can uneashandle uni- and broadcast traffic.
its signal strength. Informed by intermediate entities wbo IV. PATH SELECTION INWMNS
the beacon MAS owner, indirect neighbors can detect their
mutual signal strength. Thus, entities may set-up an iater
interference graph that allows them to identify opportiesit
for spatial frequency reuse.

The concatenation oMesh Links (MLs)defines a Mesh
r?:)ath. Depending on the network topology, several Mesh paths
may be available from a source to the destination entity.
Path selection algorithms select the best Mesh path. Slrece t
C. 802.16 Wireless Medium (WMis a harsh environment, quality of a

ML constantly changes. To achieve the best path selection

Due to its frame based concept an 802.16 Mesh alwaysision, the ML metrices need to be quickly adapted, see
operates synchronous§ubscriber Stations (SSgjnchronize rig 4. Furthermore, path selection algorithms ensure-foep
to the Base Station (BS)r the neighboring SS tha_t is ClosesBperation of theWireless Mesh Network (WMNEspecially
to the BS. In an 802.16 Meskireless Metropolitan Area iti- and broadcast frame distribution is difficult to héad

Network (WMAN) medium access may be either de- Ofppjication of spanning tree related protocols is not sieffic
centrally coordinated. Using the centralized Mesh mode, a

single Mesh BS coordinates access to the WM. It scheduf®s 802.11s
transmissions and has full control over the WM like a BS in a The current draft [6] defineldybrid Wireless Mesh Protocol
non-Mesh WMAN. With centralized scheduling, the Mesh BEHWMP) as the default path selection mechanism. It com-
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protocols. In its basic form, HWMP reuses concepts proposed ceboe=="
by Ad-hoc On-demand Distance Vector (AOD\{p]. Mesh 6;‘;:’;'\53 s B /ﬂ
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con frames carry path selection and topology informatiam. O
demandRoute Request (RRE@ames may be transmitted
when needed. In addition to the AODV concepts, HWMP
provides a tree based approach. If a root MP is available,
HWMP uses on-demand routing mechanisms. In many cases
the Mesh Point colocated with a Mesh Portal (MPRJIl be , 7\
configured as root MP. An MPP is an MP that bridges the Zﬁﬁ%ﬁiﬁ‘;ﬁm* Se
MeshWireless Local Area Network (WLAM)ith non-802.11 by D H
networks. All MPs proactively maintain a path to the root MP.

Other MPs rebroadcast the root annuncement message to ali@ys. MLs have several properties that influence the pdetten decision.
neighboring MPs to discover the root MP and to calculate tf@rthermore, ML properties may depend on the transmisseciin.
distance in terms of hops.
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B. 802.15.5 exchange between neighboring entities must be able totdetec

The proposed path selection scheme [16] in 802.15.5 usd€@Ping frames and stop to relay them.
metho_d referred to aMes_hed Adaptive Robust Tree (MART) V. SECURITY IMPROVEMENTS FORWMNS
It provides a path selection scheme famw Rate (LRMesh-
Wireless Personal Area Network (WPANDue to the current

scope offask Group (TG MART is adapted to the needs o tunneling concepts for end-to-end security over multipdps

High Rate (HRMesh-WPAN. Each Meskiconet Controllers Besides confidentiality of messages, enforcemenAuthen-

(PNCs) forms the root .Of a tree. Ne|ghk_Jor|ng MeSh'PNC.:ﬁcation, Authorization and Accounting (AAAgrvices and
treat each other as child or leaf node in the local routin

- ; ) : .prevention ofDenial of Service (DoSattacks are issues in
tre_e. With the tree’s help, each Mesh-PNC decides on W.hIHEinCV\ﬁreless Mesh Networks (WMNalso.
neighbor to choose as next hop. For unknown destinations,
neighboring Mesh-PNCs help to find the optimal path. Thek. 802.11s

Current standards for wireless networks in the 802 secure
fframes at the link layer. Presently, only 802.16 provides

, two handshakes appear. With cermtdaliz
a path. To further reduce the path selection overhead, S@ét:urity model, the authenticator operates as proxy betwee

tree addressing is proposed. In the ge_neral cgse[uludjium the supplicant and thAuthentication Server (ASMPs serve
Access Control (MACRddresses identify devices. HoweveLs o tenticator, when a new MP request access to the Mesh
in small scale Mesh-WPAN, path selection may benefit froWreless Local Area Network (WLAN)

short address. In 802.15.3, each Mesh-PNC haRicanet
Identifier (PNID) It assignsDevice Identifiers (Devidsjo B. 802.15.5

its associatedDevices (DEVs) Together, PNID and Devid 802.15.5 received a security proposal that bases on pre-
uniquely identify a DEV. To ensure non-ambiguous PNIDsjistributed keys. Each MedRiconet Controller (PNC)n the
a Mesh Coordinator (MClassigns PNIDs from its pool. network receives several keys during set-up. Within thetMes
C. 80216 Wireless Personal Area Network (WPAN)o and only two
' ' Mesh-PNCs hold a common pair of keys, and K. Other
Since an 802.16Wireless Metropolitan Area Network entities in the Mesh WPAN may have eithit, or K, but not
(WMAN) always includes aBase Station (BS)the logical poth. Then, the hash function of the keys provides a unigye ke

topology of the WMAN forms a tree. The root node is thgnat is used for secure communication. Details can be found
BS. Therefore, the current standard does not define anyiputjn [16], [19].

algorithms or application thereof.

1) 802.16j: While routing or path selection mechanism§&- 802.16
may not be needed in WMAN, the mobility dfomadic Relay  Security in 802.16 provides encapsulation of encypted data
Stations (NRSs9ndMobile Relay Stations (MRSsjtroduces and aPrivacy Key Management (PKMThe mandatorBase
the thread of looping frames. Depending on the capabili§tation (BS)in each Wireless Metropolitan Area Network
of the NRSs and MRSs, direct connection set-up and frarl@MAN) serves as AS. The BS grants or denies access to



the WMAN. It provides keys and enforces encyption in thgs] IEEE Standard for Local and metropolitan area networks - tPeg: Air

network. However, in Mesh mode sonSibscriber Stations

(SSs)re out of range of the BS. Then, intermediate SSs nqu&

to encrypt transmissions on their neighboring links. Faheaf

its neigbhors, a SSs negotiates on a separate encryption key
To prevent session timeout, each SS regularly renews keys

with its neighbors. Data is encrypted either @ipher Block
Chaining (CBC)or CTR mode with CBC-MAC (CCMhode.
1) 802.16j: As Wireless Relay Network (WRN802.16j

(7]

relies on the central BS and the mechanisms introduced
in the base standandard. Extensions to the current securit
framework need to consider customer owned and operated S

or Mobile Stations (MSsthat operate aRelay Stations (RSs)

for the WMAN provider. As the RS potentially forwards other

customers data, integrity and confidentiality of the rethye [9

information is needed. Also, the RS shall not be able to
compromise the WMAN. During association with the WMAN,
the BS must ensure that the data provided for log-in via the

RS is valid and hidden to RS.

VI. CONCLUSIONS

802.11s provides the most advant#fleless Mesh Network
(WMN) concept in the LAN/MAN Standards Committee

[10]

(LMSC) In its present form, 802.11s covers all aspects of of
WMNSs. Its usage scenarios foresee highly mobile applioatioy; 1
(military and public safety users), enterprise networksl an

home environment. Due to its wide range of application
several companies have announced future products to

compliant with 802.11s.

2

802.15.5 is more ambitious. The current proposal optignall

foresees highly efficient spatial frequency reuse. Witmés

[13]

approaches for medium access, exploitation of the capatity
the Wireless Medium (WMbpecomes possible. Furthermore,

the currentMedium Access Control (MAGpproach offers

efficient power save mechanisms.

[14]

Although 802.16 is the first standard in the LMSC to intro-
duce concepts for WMNs no products are available currently.
Due to rather vague description, the concept is not mature.
Therefore, 802.16j is more likely to be successfully deptby [15]

in the market. Themixed Relay Station (FRS)ncept offers

the possibility to cheaply increase thligase Station (B%)

range Nomadic Relay Station (NR&hdMobile Relay Station [16]

(MRS)may less likely be introduced in the market.
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