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(57) ABSTRACT 
The invention defines a combined and harmonized protocol 
for wireless LANs based on the combination of ETSI BRAN 
HiperLAN/2 protocols with IEEE 802.11a protocols. The 
new HipeLAN/2 enhanced AP (H/2eAP) will-in addition 
to its standard HiperLAN/2 operation-also work as Point 
Coordinator of 802.11a, or is Supported by a cooperative 
Point Coordinator of 802.11. The H/2eAP sends a corporate 
beacon at the H/2 Target Beacon Transmission Time (H/2 
TBTT) with setting the CfpDurRemaining parameter to (a 
multiple of)2 ms. Upon receiving this beacon by Stations of 
the 802.11a BSS, the stations recognize it as a foreign BSS 
beacon, extract and evaluate the CfpDurRemaining param 
eter and thus Set timers to the appropriate duration, not to 
initiate any data transmission during the respective time. 
After sending this beacon the H/2e AP is able to initiate the 
transmission of its H/2 MAC frame without underlying 
interference from the neighbor 802.11a system and without 
delay of the initial H/2 corporate beacon. The H/2 MAC 
frame will be embedded in the 802.11 Contention Period 
(CP) right after the Contention Free Period (CFP). Because 
the CP before the H/2 MAC frame is either controlled by the 
H/2e AP or by a cooperative PC, it can be guaranteed that 
there is no delay of the H/2 corporate beacon transmission. 
AS a result, QoS in H/2 can be Supported. The resulting time 
sequence can be divided into three parts, (1) the “802.11e 
CFP” with limited Quality of Service, (2) the “HiperLAN/2 
MAC" frame with full support of Quality of Service, and (3) 
the 802.11e CP without any Quality of Service Support. All 
three parts together form the So-called corporate Superframe, 
which is periodically repeated in time. 
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WIRELESS SYSTEM CONTAINING A FIRST 
NETWORK AND A SECOND NETWORK 

0001. The invention relates to a system containing a first 
network with assigned first Stations and a Second network 
with Second Stations. The first network operates according to 
a first Standard, e.g. the HiperLAN/2-standard and the Sec 
ond network operates according to a Second Standard, e.g. 
the IEEE 802.11e-standard. Both standards are wireless 
standards and work at the 5 GHz band. 

0002. According to the state of the art the first network 
and the Second network are designed independently from 
each other. If e.g. a Second Station of the Second network 
comes within the range of first Stations of the first network, 
this could lead to interferences. 

0003. Therefore it is an object of the invention to provide 
a System, which allows coexistence of two different net 
Works within the same frequency range. 
0004. This object is achieved in that a system containing 
a first network with assigned first Stations and a Second 
network with second stations is provided, whereby a hybrid 
coordinator Sends a beacon at a target beacon transmission 
time with Setting a first parameter, whereby upon receiving 
this beacon by Second Stations, the Second Stations extract 
and evaluate the first parameter and thus Set timers to a 
appropriate duration, not to initiate any data transmission 
during the respective time, whereby after Sending this bea 
con the hybrid coordinator is able to initiate the transmission 
of data of the first network without underlying interference 
from the Second network. 

0005 The gist of the invention is to provide the system 
with a hybrid coordinator, which coordinates the access of 
the first and the Second network on a common channel. 

0006 The invention defines a combined and harmonized 
protocol for wireless LANs. 

0007. In the example that the first network is a network 
according to the HiperLAN/2-standard and the Second net 
work is a network according to the IEEE 802.11e-standard, 
a possible solution could be as follows: 

0008 Based on the combination of ETSI BRAN Hiper 
LAN/2 protocols with IEEE 802.11a protocols, a new Hip 
erLAN/2 enhanced AP (H/2eAP) will work as hybrid coor 
dinator and in addition to its standard HiperLAN/2 
operation-also work as Point Coordinator of 802.11a, or is 
supported by a cooperative Point Coordinator of 802.11. 

0009. The H/2eAP sends a corporate beacon at the H/2 
Target Beacon Transmission Time (H/2TBTT) with setting 
the CfpDurRemaining parameter to (a multiple of) 2 ms. 
Upon receiving this beacon by stations of the 802.11a BSS, 
the Stations recognize it as a foreign BSS beacon, extract and 
evaluate the CfpDurRemaining parameter and thus Set tim 
ers to the appropriate duration, not to initiate any data 
transmission during the respective time. After Sending this 
beacon the H/2eAP is able to initiate the transmission of its 
H/2 MAC frame without underlying interference from the 
neighbor 802.11a system and without delay of the initial H/2 
corporate beacon. The H/2 MAC frame will be embedded in 
the 802.11 Contention Period (CP) right after the Contention 
Free Period (CFP). Because the CP before the H/2 MAC 
frame is either controlled by the H/2eAP or by a cooperative 
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PC, it can be guaranteed that there is no delay of the H/2 
corporate beacon transmission. As a result, QoS in H/2 can 
be Supported. 
0010. The resulting time sequence can be divided into 
three parts, (1) the “802.11e CFP” with limited Quality of 
Service, (2) the “HiperLAN/2 MAC" frame with full sup 
port of Quality of Service, and (3) the 802.11e CP without 
any Quality of Service Support. All three parts together form 
the So-called corporate Superframe, which is periodically 
repeated in time. 
0.011 Interpreting a HiperLAN/2 (H/2) Access Point 
(AP) as an PC that only operates in the Contention Free 
Period (CFP), by at the same time not allowing its BCH to 
be delayed, the H/2 enhanced AP (H/2eAP) concept may 
apply. The H/2eAP must follow some rules according to 
802.11e, in order to 

0012 coexist with other 802.11 BSS operating in 
PCF or DCF, 

0013 allow one single type of AP to coordinate 
channel access of Mobile Terminals (MT) of H/2 and 
Stations (STA) of 802.11e, 

0014 seamlessly extend 802.11e and H/2 towards a 
merged Standard, by allowing three different types of 
access, the 802.11 PCF, the H/2 centrally controlled 
MAC frame, and the 802.11 DCF. 

0015 This concept does not require to give up one of the 
two individual standards, but may be a candidate for a single 
global standard for WLANs and WPANs at the 5 GHz band. 
The H2e AP allows (a) the operation according to H/2, (b) 
the operation according to the infrastructure based mode of 
802.11 (PCF/DCF), as well as (c) the operation as indepen 
dent BSS of 802.11 (DCF). 
0016. In case a H/2 system has detected an 802.11 system 
Sharing the same frequency channel and thus underlying 
interference, the H/2eAP (HiperLAN/2 enhanced AP) 
should enable the enhanced functionality and behave as 
described in the following. However, basic resource man 
agement schemes as DFS (DCS in 802.11 TGh) will dras 
tically help to avoid such mutual interference. Within the 
Scenarios under discussion in this document, it is assumed 
that every Station and terminal is in range of all of the other 
Stations/terminals, So no hidden-Station problem applies. 
0017 FIG. 1 shows two applications of the H/2eAP 
approach: the H/2eAP may coexist with other BSS based on 
IEEE 802.11e (left); if full interoperability is required, the 
H/2e AP may take over the Point Coordination. 
0018. Before explaining the H/2e AP concept, some Net 
work Allocation Vector (NAV) aspects of 802.11 are 
reviewed, as the H/2e AP concept heavily relies on the NAV. 
0019. In 802.11, a beacon not of the own BSS but sent by 
a PC of a foreign BSS is interpreted in the way that the NAV 
is set by all 802.11 STAs including the 802.11 AP for the 
remaining duration of the CFP (as indicated by the CfpDur 
Remaining parameter within the beacon). Because of the set 
NAVS, the announced contention free period of the foreign 
BSS will not be interrupted and interfered by, e.g., data 
frames sent under control of the DCF in the own BSS. 
Because the stations have set their NAV, they will not initiate 
a frame exchange until the foreign BSS has finished its CFP, 
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i.e., the remaining duration of the CFP, CfpDurRemaining, 
has expired. One exception has to be taken into account, 
when considering overlapping BSS, each with a PC avail 
able, and assuming that the PCS cannot hear each other: 
upon being polled by its own (hidden) PC, a station will send 
an ack frame to indicate that it has received the poll. But, 
because the station has set its NAV as stated above, it will 
not send any data in response to the poll. Strictly speaking, 
this ack frame can collide with a frame exchange in the 
ongoing PCF of the overlapping BSS. A possible solution to 
this problem is the introduction and usage of the Overlap 
ping NAV (ONAV), as discussed at 802.11 TGe2). Upon 
setting this ONAV in reaction to a received frame of a 
foreign BSS, an 802.11 station will not even respond to a 
poll by its own PC as long as the overlapping BSS has its 
PCF ongoing, i.e., ONAV- >0. 
0020. Keeping this in mind, the extended functionality of 
the H/2e AP can be described as follows. 

0021. The H/2eAP sends a corporate beacon at the H/2 
Target Beacon Transmission Time (H/2TBTT) with setting 
the CfpDurRemaining parameter to (a multiple of) 2 ms. 
Upon receiving this beacon by stations of the 802.11a BSS, 
the Stations recognize it as a foreign BSS beacon, extract and 
evaluate the CfpDurRemaining parameter and thus Set their 
ONAV to the appropriate duration. After sending this beacon 
the H/2eAP is able to initiate the transmission of its H/2 
MAC frame without underlying interference from the neigh 
bor 802.11a system and without delay of the initial H/2 
corporate beacon. 

0022. The H/2 MAC frame will be embedded in the 
802.11 Contention Period (CP) right after the CFP. 
0023 The resulting time sequence, as shown in FIG. 2 
(FIG.2 shows a new frame structure of the H/2eAP), can be 
divided into three parts, the 802.11e CFP, the H/2 MAC 
frame, and the 802.11e CP. All three parts together form the 
So-called corporate Superframe, which is periodically 
repeated in time. 
0024 First Part: 802.11e CFP 
0.025 The first part of the corporate Superframe is the 
802.11 CFP. At the 802.11 TBTT a 802.11 beaconsent by the 
PC introduces this period. Note that this PC may well be the 
H/2e AP itself. If the beacon is sent by a competing PC, it is 
assumed that both the PC and the H/2eAP are in cooperative 
equilibrium, i.e., the PC follows rules to Support the corpo 
rate Superframe. 
0026. Without enabling a so-called time-gap control 
mechanism (each station checks if there is enough time left 
for the frame exchange procedure before a dedicated point 
of time, which is here the 802.11 TBTT) this initial beacon 
of course may be delayed. This is because of the possibility 
of a busy channel at the 802.11 TBTT. The maximum 
duration of the CFP is indicated in the CFPMaxDuration 
field of the beacon. Note, that the resulting maximum 
duration of the CFP is calculated taking the 802.11 TBTT as 
the reference point in time and adding the CFPMaxDuration. 
Thus, a beacon delay at the beginning of the CFP results in 
a foreshortened contention free period. Or, to Say it in other 
words, the point in time the CFP ends is fixed and underlies 
no delay. The worst case delay of a delayed beacon has to be 
taken into account, if, e.g., another 802.11 BSS is overlap 
ping and one of its Stations may have introduced a frame 
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exchange without considering the TBTT, i.e., without the 
time-gap control mechanism. Note, that this problem does 
only occur with hidden-Stations. 
0027. The PC schedules a broadcast CF end frame to be 
the last frame in the CFP and to end it. Referring to the IEEE 
802.11 standard of 19992), a PC may finish the CFPearlier, 
e.g., if there is not enough remaining time for polling a 
Station or no Station is left on its polling list. In this case, the 
PC would senda CF end frame and end the CFPearlier than 
the maximum CFP duration. Within the H/2e AP approach, 
in order to integrate the H/2 MAC frame into the 802.11 
Contention Period, the PC must not end the CFP earlier. 
Further, if the PC calculates that there is not enough time to 
poll a Station and receive its data, it is quite for the remaining 
time before it schedules the CF end. The PC could also send 
the known nullframes to indicate the channel as busy for 
other, overlapping BSS. As a response to the nullframes, the 
polled Station will send a cf. ack frame. Doing So, the 
probability of colliding frames sent by stations that do not 
receive the beacon, i.e. hidden Stations, can be reduced, 
because from receiving cf. ack frames a Station understands 
that there is an active CFP. Once again recall that in this 
document one 802.11 BSS is considered with all stations in 
range of each other. The end of this first part of the corporate 
Superframe is clearly defined and underlies no delay. 
0028 Second Part: H/2 MAC Frame(s). 
0029. After receiving the CF end frame by all 802.11 
STA, they reset their NAV and the Contention Period starts. 
This can be referred to as the second part of the 802.11 
superframe. Under the control o the DCF, all 802.11 STAs 
try to gain access to the channel if they have data to transmit. 
They attempt to Sense the channel as idle for a duration of 
DIFS; if so, they start the back-off procedure. The H/2e AP 
also receives (if not sent by itself) the CF end frame. 
Moreover, upon receiving this frame and waiting a shorter 
inter-frame space (IFS) than DIFS, e.g. PIFS, at the H/2 
TBTT it broadcasts a H/2 corporate beacon. Note, that this 
point in time is clearly defined and underlies no delay. The 
corporate beacon has the Same frame Structure as an 802.11 
beacon. The H/2e AP sets the CFPDurRemaining value that 
indicates the remaining duration of the introduced CFP to 
multiples of 2 ms, in the example of FIG. 2 to 2 ms. As a 
result of the shorter IFS, the H/2e AP has priority over the 
802.11 STA, the latter sense the channel as busy, freeze their 
back-off counter and retrieve from accessing the channel. 
The H/2 corporate beacon is received by the 802.11 STAS 
and the 802.11 PC (if there is one), and is interpreted as a 
beacon of a neighbor, foreign BSS. Furthermore, because 
the CFPDurRemaining parameter within this beacon is not 
equal zero, they set their NAV/ONAV to this value. The 
reason for this is that they believe the foreign BSS is 
introducing its CFP and running it for the indicated remain 
ing duration. The H/2eAP now schedules one or more of its 
2 ms lasting H/2 MAC frame, beginning with a broadcast 
phase and ending, in general, with a random acceSS phase. 
All the 802.11 stations and the 802.11 PC have set their 
NAV/ONAV and will cause no interference for the whole 
duration of the H/2 MAC frame. As stated above, without 
the ONAV principle, a collision may occur when stations of 
another 802.11 BSS response to a poll by their PC. 
0030) Third Part: 802.11e CP 
0031. Once this remaining duration has expired, all 
802.11 STA reset their NAV/ONAV and continue operating 
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1. A System containing a first network with assigned first 
Stations and a Second network with Second Stations, whereby 
a hybrid-coordinator Sends a beacon at a target beacon 
transmission time with Setting a first parameter, whereby 
upon receiving this beacon by Second Stations, the Second 
Stations extract and evaluate the first parameter and thus Set 
timers to a appropriate duration, not to initiate any data 
transmission during the respective time, whereby after Send 
ing this beacon the hybrid coordinator is able to initiate the 
transmission of data of the first network without underlying 
interference from the Second network. 

2. A System according to claim 1, characterized in that the 
transmission of data according to the first network will be 
embedded in one or more Specific parts of the frame of the 
Second network. 

3. A System according to claim 1, characterized in that the 
transmission of data according to the first network will be 
embedded in a contention period right after the contention 
free period of the Second network. 

4. A System according to claim 1, characterized in that the 
transmission of data according to the first network will be 
embedded in a contention free period of the Second network. 

5. A method to coordinate a first network with assigned 
first Stations and a Second network with Second Stations, 
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whereby a hybrid-coordinator Sends a beacon at a target 
beacon transmission time with Setting a first parameter, 
whereby upon receiving this beacon by Second Stations, the 
Second Stations extract and evaluate the first parameter and 
thus Set timers to a appropriate duration, not to initiate any 
data transmission during the respective time, whereby after 
Sending this beacon the hybrid coordinator is able to initiate 
the transmission of data of the first network without under 
lying interference from the Second network. 

6. A hybrid-coordinator for coordinating a first network 
with assigned first Stations and a Second network with 
Second Stations, whereby the hybrid-coordinator Sends a 
beacon at a target beacon transmission time with Setting a 
first parameter, whereby the first parameter comprises a 
indication for the Second Stations not to initiate any data 
transmission during a specific time-period, whereby after 
Sending this beacon the hybrid coordinator is able to initiate 
the transmission of data of the first network without under 
lying interference from the Second network. 


